**Oświadczenie**

**Zestaw Certyfikatów do Krajowego Węzła Tożsamości**

**od EuroCert**

**Dane organizacji**

(Dane organizacji, dla której zostanie wydany certyfikat. Dane muszą być zgodne z tymi, które znajdują się w rejestrze krajowego urzędu regulacyjnego.) Informacje podane poniżej zostaną umieszczone w certyfikatach.

Nazwa organizacji

Identyfikator organizacji (nr NIP/KRS)

Adres (ul. i nr)

Kod pocztowy Miejscowość

Kraj

**Dane kontaktowe**

Adres e-mail (na ten adres zostanie wysłane przypomnienie o końcu ważności)

Telefon

**Zamawiam certyfikat do Krajowego Węzła Tożsamości**

Certyfikat do deszyfracji asercji Okres ważności:

Certyfikat do podpisywania żądań Okres ważności:

**Klucze kryptograficzne certyfikatów do Krajowego Węzła Tożsamości**

EuroCert wygeneruje klucze kryptograficzne oraz dostarczy je w bezpieczny sposób w pliku PKCS#12

Zamawiający wygeneruje klucze kryptograficzne i dostarczy do EuroCert żądanie certyfikacyjne – plik CSR\*

Nazwa pliku CSR

**Dane do przesłania certyfikatów/ kluczy kryptograficznych i haseł dostępowych**

Adres e-mail (na ten adres zostaną wysłane certyfikaty/ klucze)

Nr telefonu komórkowego (na ten nr zostanie wysłany SMS z hasłem dostępowym)

**Wnioskodawca**

( Osoba upoważniona do złożenia zamówienia, przekazania danych do certyfikatów, żądań certyfikacyjnych i odbioru certyfikatu(ów) (jeśli osoba nie widnieje w publicznym rejestrze wymagane jest upoważnienie dla tej osoby podpisane kwalifikowanym podpisem elektronicznym lub w obecności notariusza)

Imię / imiona

Nazwisko

Data i miejsce urodzenia

Adres e-mail

Numer telefonu

**Podpisując niniejszy dokument wnioskuję o wydanie zestaw certyfikatów do Krajowego Węzła Tożsamości.**

Jednocześnie oświadczam, że:

- Akceptuję warunki świadczenia usługi określone w dokumencie „Polityka Certyfikacji i Kodeks Postepowania Certyfikacyjnego Niekwalifikowanych Usług EuroCert”, który został mi udostępniony i który znajduje się na stronie – [[LINK]](https://repozytorium.eurocert.pl/Polit_certyf_i_kodeks_post_certyf/aktualne/0-PT-013-01-Polit_Cert_i_Kodeks_Postep_Cert_dla_Niekw_Usl_EuroCert.pdf)

- Wszystkie zawarte w powyższym oświadczeniu dane są prawdziwe;

- Jestem jedynym użytkownikiem adresu e-mail i nr telefonu podanych w sekcji „Dane do przesłania certyfikatów/ kluczy kryptograficznych i haseł dostępowych” w powyższym Oświadczeniu, które znajdują się pod moją wyłączną kontrolą;

- Zgodnie z Ustawą z dnia 10 maja 2018 r. o ochronie danych osobowych (Dz. U. z dn. 24 maja 2018 r., poz. 1000) wyrażam zgodę na przetwarzanie moich danych osobowych podanych we wniosku przez EuroCert Sp. z o.o. z siedzibą w Warszawie, ul. Puławska 474 w celach niezbędnych do wygenerowania certyfikatu kwalifikowanego. Ponadto, przyjmuję do wiadomości iż: mam prawo dostępu do treści danych osobowych, o których mowa wyżej oraz ich zmiany.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Data, podpis wnioskodawcy

Wypełnione i podpisane oświadczenie należy przesłać:

* Pocztą elektroniczną (dokument podpisany kwalifikowanym podpisem elektronicznym) i wysłać na adres [umowy@eurocert.pl](mailto:umowy@eurocert.pl) lub
* Poczta tradycyjna (podpisany oryginał dokument) na adres: EuroCert Sp. Z o.o., ul. Puławska 472, 02-884 Warszawa

\* - plik żądania certyfikacyjnego (CSR) należy podpisać podpisem elektronicznym.